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1
Decision/action requested

This contribution proposes a proposal for the key issue of TR 33.856
2
References

N/A
3
Rationale





This contribution proposes to add the conclusion for key issue on protecting the SRVCC capability into TR 33.856.
4
Detailed proposal

*************** Start of Change ****************
7
Conclusions

Solution #X.1 (Protecting the SRVCC capability) is selected to resolve key issue #X (Protecting the SRVCC capability), and it is expected to be the basis of normative work. Since messages between AMFs during Intra-5G handover are protected using NDS/IP, the security issue related protecting UE SRVCC capability has been addressed and no further normative work is expected.
*************** End of Change ****************
